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MOBILE DEVICE SENSOR DATA
SUBSCRIBING AND SHARING

CROSS-REFERENCES TO RELATED
APPLICATIONS

This application is related to commonly owned U.S. patent
application Ser. No. 13/153,361, with Publication No. 2012/
0310587, titled “ACTIVITY DETECTION,” filed Jun. 3,
2011, and commonly owned U.S. patent application Ser. No.
14/065,224, titled “DETERMINING EXIT FROM A
VEHICLE,” filed Oct. 28, 2013, the disclosures of which are
incorporated by reference in their entirety.

BACKGROUND

A person may want track and analyze one’s own movement
for a variety of reasons, such as for exercise and other health
reasons. Current implementations use devices attached to a
persons wrist to track some movement information. Further,
afamily ofauser (e.g., of an elderly person) may want to track
motion of that user, e.g., to identify if that user has fallen.
Current implementations use devices that require the elderly
person to push a button to activate a service.

Such implementations require purchase of a specialized
device or service, which can add cost, and still require a user
to upload data to other pesonal devices. Therefore, it is desir-
able to provide new methods, systems, and apparatuses for
addressing the above issues.

BRIEF SUMMARY

Embodiments of the present invention can provide tech-
niques for mobile devices to subscribe and share raw sensor
data. The raw sensor data associated with sensors (e.g., accel-
erometer, gyroscope, compass, pedometer, pressure sensors,
audio sensors, light sensors, barometers) of a mobile device
can be used to determine the movement or activity of a user.
By sharing the raw or compressed sensor data with other
computing devices, the other computing devices can deter-
mine a motion state based on the sensor data. Additionally, in
some instances, the other computing devices can determine a
functional state based on the sensor data and the motion state.

For example, mobile device A can transmit the raw sensor
data and an identifier associated with mobile device A.
Another computing device (e.g., back-end sensor data server
or another mobile device B) can receive the transmitted data
from mobile device A. The received data can be analyzed to
detect the identifier and to process the sensor data. Based on
the analysis, a motion state classification can be determined.
Optionally, a functional state classification can be determined
based on the motion state and the sensor data.

Example motion states can include a stationary state, a
walking state, a running state, and a driving state. A functional
state can include a plurality of activities associated with each
motion state. For example, functional state classification can
be associated with each motion state (e.g., driving, walking)
by further describing each motion state (e.g., walking on
rough terrain, driving while texting). Example of functional
state classification can include: determining that the user has
fallen while walking; determining that the user is texting
while driving; determining the height of a user’s jump while
walking or running

Other embodiments are directed to systems, portable con-
sumer devices, and computer-readable media associated with
methods described herein.
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2

A better understanding of the nature and advantages of
embodiments of the present invention may be gained with
reference to the following detailed description and the accom-
panying drawings.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG.1is a system diagram 100 for sharing the sensor data,
according to embodiments of the present invention.

FIG. 2 is a flowchart illustrating a method 200 for subscrib-
ing to the sensor data of a mobile device, according to
embodiments of the present invention.

FIG. 3 is a flowchart illustrating a method 300 for autho-
rizing the subscription of the sensor data, according to
embodiments of the present invention.

FIG. 4 is a flowchart illustrating a method 400 for autho-
rizing the subscription of the sensor using a permission table,
according to embodiments of the present invention.

FIG. 5 is a diagram 500 for using and updating the permis-
sion table, according to embodiments of the present inven-
tion.

FIG. 6 is a flowchart illustrating a method 600 for com-
pressing the sensor data, according to embodiments of the
present invention.

FIG. 7 is a diagram 700 for sharing the sensor data, accord-
ing to embodiments of the present invention.

FIG. 8 is a flowchart of method 800 for determining the
activities associated with the sensor data, according to
embodiments of the present invention.

FIG. 9 is a block diagram of a portable electronic device or
mobile device, according to an embodiment of the invention.

DETAILED DESCRIPTION

Embodiments can be used to determine the specific activity
of a user (e.g., motion state classification, functional state
classification) based on raw or compressed sensor data
received from a mobile device with one or more sensors. The
determination of the specific activity can be used for various
functions. In some instances, a determination of a specific
event based on the received sensor data can prompt certain
actions to be taken after such determination.

For example, mobile device A associated with user A can
include certain types of sensors, such as, but not limited to:
accelerometers, gyroscopes, compasses, pedometers, pres-
sure sensors, audio sensors, light sensors, barometers, global
positioning system (GPS) units, cameras and wireless cir-
cuitry. These sensors can generate raw sensor data, which can
be used to determine user A’s motion state and functional
state associated with the determined motion state. Addition-
ally, any computing device (e.g., mobile devices B-D) can
subscribe to the sensor data (e.g., raw sensor data) of mobile
device A.

An authorization to receive (e.g., subscribe to) the sensor
data may be required before the other computing devices are
allowed to receive the sensor data. In some instances, permis-
sion needs to be granted before the other computing devices
can receive the transmitted sensor data. An authorization
example can include a handshake between transmitting
mobile device A and receiving mobile devices B-D. In some
arrangements, a handshake can be required before the receiv-
ing devices can subscribe to the sensor data from the trans-
mitting device.

In another authorization example, a server in communica-
tion with the mobile device can use a permission table to
determine the mobile devices that are authorized to receive
the sensor data from mobile device A. The permission table
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can be updated when the mobile device (e.g., mobile device
A) that is transmitting the sensor data authorizes other mobile
devices to subscribe to its sensor data.

Optionally, the generated raw data from the sensor(s) can
be compressed before being transmitted by mobile device A.
In some instances, the raw sensor data can be compressed
before being transmitted (e.g., shared) using compression
techniques. An example of a compression technique can
include identifying similar raw sensor data in consecutive
timeframes, and transmitting those similar raw sensor data as
a single data value with its associated time duration. For
example, if a mobile device is stationary on a table from t, to
t,, then the compressed file can simply be a single raw data
value and the specific time duration (e.g., from t, tot,), rather
than raw data values associated with each timeframe for the
entire duration.

1. Techniques for Sharing Sensor Data

Embodiments can provide an environment for mobile
device A to share its sensor data, and for other users to sub-
scribe to and determine the activities associated with mobile
device A. The sensor data received by the subscribed device
can either be raw sensor data, compressed sensor data or
post-processed sensor. As further described below, many dif-
ferent arrangements can be derived, based on this environ-
ment.

A. System Diagram

FIG. 1is a system diagram 100 for sharing the sensor data
according to embodiments of the present invention. As illus-
trated in FIG. 1, mobile device A 110 associated with user A
can upload sensor data to the a server 150 via a network 160.
As examples, the sensor data can be sent to server 150 peri-
odically or upon command (e.g., in response to input from a
user). FIG. 1 depicts various example arrangements.

According to a first arrangement, mobile device B 120 can
subscribe to the sensor data of mobile device A 110, and
receive the raw or compressed sensor data from the backend
sensor data server 150. In this first arrangement, mobile
device B 120 can analyze the received sensor data and deter-
mine activities (e.g., motion state, functional state) based on
the analyzed data.

As previously mentioned, the backend sensor data server
150 can use a permission table 170 to determine that mobile
device B is authorized to receive the sensor data from mobile
device A 110. After the sensor data is received by mobile
device B 120, mobile device B 120 can determine a motion
state, and a functional state for each motion state based on the
received data.

In the first arrangement, the sensor data being transmitted
and received is either raw or compressed. Depending on
different embodiments, the sensor data can be compressed in
mobile device A 110 or backend sensor data server 150 before
being transmitted. Additionally, the received compressed
sensor data can be decompressed into raw sensor data by the
backend sensor data server 150 or mobile device B 120.

The first arrangement can be utilized to perform a notifi-
cation. For example, the notification can include notifying the
user of mobile device B 120 when the user of mobile device
A 110 has fallen. Given that user A can fall from a known set
of states (e.g., standing, walking, running), the motion state
associated with this notification example can include either
standing, walking or running Therefore, when it is determines
that user A is standing, walking or running, mobile device B
120 analyzes the data to determine the functional state. When
the functional state is determined that user A has fallen on the
ground, a notification can be displayed on mobile device B
120. The notification can be triggered by a change in state to
being on the ground, which can indicate a fall or being hurt or
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sick. Certain criteria can be used to qualify that the change is
a fall. For example, the change in position can be required to
be less than a threshold. Depending on the requirements of
application, the application can determine when criteria for
notification are met based on the raw or compressed sensor
data.

Alternatively, according to a second arrangement, backend
sensor data server 150 can determine that user A has fallen
and can send a notification to mobile device B, or any other
mobile device, such as mobile device C 130.

In a second arrangement, mobile device C 130 can receive
processed sensor data from the backend sensor data server
150. For example, mobile device C 130 can subscribe to the
processed sensor data (e.g., activities) of mobile device A.
The sensor data can be processed by the backend sensor data
server 150, and the processed sensor data can be transmitted
to mobile device C 130. In some instances, the backend
sensor data server 150 can determine and transmit informa-
tion corresponding to the motion state and functional state of
mobile device A 110.

In another notification example, the backend sensor data
server 150 can determine that mobile device A is inside a
moving vehicle (e.g., motion state). When the backend sensor
data server 150 determines that mobile device A 110 is being
used for texting (i.e., functional state), 10 the backend sensor
data server 150 can send a notification (e.g., via text message)
to mobile device C 130 that user A is texting while driving.
The texting while driving determination can be based on user
A typing text on mobile device A when mobile device A is in
amoving vehicle. In some instances, the server can determine
that user A is actually driving the vehicle based on mobile
device A being linked to the Bluetooth device of the vehicle
owned by user A. In other instances, when user A is sitting as
a passenger in another person’s vehicle, the Bluetooth
devices will not be linked, and notification may not be nec-
essary. Other methods of determining that user A is texting
while driving can also be made based on the received sensor
data. Various conditions for notification can be used for a
notification to be generated by the server or another mobile
device.

Alternatively, according to the first arrangement, mobile
device B 120 can receive the unprocessed sensor data from
the backend sensor data server 150, and mobile device B 120
can process the received data to determine that user A is
texting while driving.

In a third arrangement, mobile device A 110 can transmit
the sensor data directly to mobile device D 140 (e.g., using
Apple AirDrop™). For example, by using wireless technolo-
gies (e.g., Wi-Fi, Bluetooth), mobile device A 110 can trans-
mit sensor data to mobile device D 140. As a result, the sensor
data may not be required to be transmitted through network
160. As previously mentioned, a handshake between mobile
device A 110 and mobile device D 140 can be required before
mobile device D 140 can subscribe to the sensor data from
mobile device A 110. For example, a person can be practicing
their golf swing and may want to stream (e.g., via Bluetooth
technology) the sensor data to a nearby device for processing.
The nearby device (e.g., IPad™) can be used to show statistics
and illustrate the user’s golf swing. According to some
embodiments, the third arrangement can be utilized for any
purposes (e.g., notification purpose, multiplayer gaming pur-
pose) when the mobile devices are close to each other. The
multiplayer gaming example is discussed in further detail in
the fifth arrangement.

In a fourth arrangement, the backend sensor data server
150 can transmit processed data (e.g., timeline of activities)
back to the user of mobile device A. For example, mobile
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device A 110 canupload its sensor data to backend sensor data
server 150. The backend sensor data server 150 can process
the received sensor data and transmit the processed data (e.g.,
timeline, daily activity report) back to mobile device A 110.

The fourth arrangement can be utilized in the timeline
example. A timeline example can include mobile device A
110 replaying a timeline (e.g., hourly, daily, weekly) corre-
sponding to the activities of user A based on the received
processed data.

In a fifth arrangement, multiple mobile devices can upload
sensor data to backend sensor data server 150, and the mul-
tiple mobile devices can receive processed sensor data from
backend sensor data server 150. The fifth arrangement can be
utilized in a multiplayer gaming example. A multiplayer gam-
ing example can include a virtual Olympic game. In a virtual
Olympic game, users can set up a challenge on how high each
user can jump, then participate in the virtual Olympic game
by uploading their raw sensor data after a real jump. The
backend sensor data server 150 can aggregate and evaluate
the sensor data, and transmit the processed data (e.g., statis-
tics associated with the game) to the mobile devices partici-
pating in the game. The mobile devices can display avatars to
simulate each jump based on the received processed data. For
example, based on the user’s handgrip of the mobile device,
the sensor data can recreate the movement of the jump, the
height of the jump, and the path of your arm motions.

FIG. 1 also includes mobile device E 180, which can be
used in updating the permission table example described in
FIG. 5.

B. Method for Subscribing to the Sensor Data of a Mobile
Device

FIG. 2 is aflowchart illustrating a method 200 for subscrib-
ing to the sensor data of a mobile device according to embodi-
ments of the present invention. Method 200 (as well as other
methods described herein) may be performed entirely or par-
tially by a computer system, e.g., by a mobile device of the
user and/or a server in communication with the mobile
device.

At block 210, the computing device (e.g., a mobile device
or a server) can request authorization to receive sensor data
from a first mobile device (e.g., mobile device A). The autho-
rization request can be performed in various ways, such as a
handshake between mobile device A 110 and mobile device B
120. Alternatively, the authorization request can be sent by
the backend sensor data server 150 on behalf of mobile device
120. In some instances, the backend sensor data server 150
can use a permission table 170 to determine the authorized
mobile device(s).

At block 220, the computing device can receive the autho-
rization to receive sensor data from the first mobile device.
The authorization can include an identifier associated with
the mobile device. In the handshake example, as further
described in FIG. 3, the authorization can be complete once
the computing device receives the authorization. In the per-
mission table example, as further described in FIG. 4 and
FIG. 5, the backend server can update the permission table to
include the computing device in the list of authorized devices
associated with the identifier. In some instances, the permis-
sion table can include different levels of access rights (e.g.,
full access, restricted access) for each authorized computing
device.

According to one embodiment, the server 150 can receive
the authorization to receive sensor data from the first mobile
device without initially requesting authorization. For
example, a user of the first mobile device may set up the
settings of the mobile device to grant authorization for a
downloaded application to have access to the sensor data. In
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6

this example, the server associated with the downloaded
application may not have initially request authorization,
before the user granted the authorization.

According to another embodiment, when a computing
device receives sensor data, the computing device can auto-
matically infer that an authorization to receive sensor data has
been granted. For example, when a computing device
requests authorization, the first mobile device can start send-
ing sensor data without first sending an authorization grant.

The identifier can uniquely identify the first mobile device.
Examples of identifier can include the phone number, unique
device identifiers, International Mobile Station Equipment
Identity (IMEI), or network address associated with the first
mobile device. In some embodiments, the first mobile device
can transmit the identifier along with the authorization grant.
In other embodiments, the identifier can be generated by the
receiving computing device (e.g., backend sensor data server
150) based on the received authorization grant. For example,
when the authorization grant is received via the Internet, the
network address can be derived from the received Internet
protocol (IP) packets. Alternatively, when the authorization
grant is received via a short message service (SMS) message,
the phone number can be derived from the received SMS
message.

At block 230, the authorized computing device can receive
information from the first mobile device. The information
includes the identifier and the sensor data. The sensor data can
be derived from one or more sensors in first mobile device,
such as, but not limited to, accelerometers, gyroscopes, com-
passes, pedometers, pressure sensors, audio sensors, light
sensors, barometers, cameras, GPS units and wireless cir-
cuitry. In some instances, the one or more sensors can include
a motion sensor (e.g., accelerometer) and the sensor data can
include motion data from the motion sensor.

At block 240, the computing device can analyze the infor-
mation to detect the identifier and to process the sensor data.
An example of analysis can include the decompression of the
received information to obtain the raw sensor data. Another
example of analysis can include decrypting the received
information to detect the identifier associated with the first
mobile device.

At block 250, the computing device can determine a
motion state associated with the first mobile device based on
the analysis of the sensor data. The motion state can include a
stationary state, a walking state, a running state, and a driving
state. Further details can be found in U.S. patent application
Ser. No. 12/153,361, titled “ACTIVITY DETECTION,” filed
Jun. 3,2011, and U.S. patent application Ser. No. 14/065,224,
titled “DETERMINING EXIT FROM A VEHICLE,” filed
Oct. 28, 2013, which are incorporated by reference.

Additionally, the computing device can determine a func-
tional state based on the motion state and the received sensor
data. The functional state includes a plurality of activities
associated with each motion state. For example, functional
state classification can be associated with each motion state
(e.g., driving, walking) by further describing each motion
state (e.g., walking on rough terrain, driving while texting).
As previously discussed in FIG. 1, examples of functional
state classification can include: determining that the user has
fallen while walking; determining that the user is texting
while driving; determining the height of a user’s jump while
walking or running
II. Authorization Techniques

A. Authorization Technique using a Handshake

FIG. 3 is a flowchart illustrating a method 300 for autho-
rizing the subscription of the sensor data, according to
embodiments of the present invention. An example of an
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authorization technique is a handshake. The handshake for
authorizing the subscription of sensor data from a first mobile
device can be performed between the first mobile device and
aserver, the first mobile device and a second mobile device, or
a server and a second mobile device.

Atblock 310, the computing device can request to receive
sensor data from the first mobile device. The request may only
happen once. Once the authorization is established, the first
mobile device can push sensor data to the second mobile
device without future requests.

In one embodiment, the first mobile device can initiate a
process that results in the authorization. But, a request from
the computing device can still occur. For example, a user can
use the graphical user interface on the first mobile device to
setup a configuration that allows the sensor data from the first
mobile device to be transmitted to another computing device.
In this example, a user may want its sensor data to be
uploaded to a server (e.g., website). In some instances, the
first mobile device can give an umbrella permission to the
server, where the umbrella permission allows any other users
to receive the sensor data. When the user sets up the configu-
ration, a message can be sent to the computing device (e.g., a
server or another mobile device). The message can be an
initial signal to begin communication, and may include a
purpose for the communication (e.g., to set up a subscription
for sensor data to be sent). The computing device can check
whether it desires to receive the sensor data, e.g., by accessing
functionality or settings, or prompting a user, at the comput-
ing device. Once the computing device responds to indicate
that a communication sessions has begun (such a response by
the computing device can be the request), the first mobile
device can send an identifier and other data (e.g., a recogniz-
able authorization command) to the computing device.

In the first and second arrangements described in FIG. 1,
mobile device B 120 and mobile device C 130 can submit
their request to either the backend sensor data server 150 or
mobile device A 110. In the third arrangement described in
FIG. 1, mobile device D 140 can submit the request to mobile
device A 110. In the fourth arrangement described in FIG. 1,
mobile device A 110 does not need to submit a request when
it is receiving a timeline generated from its own sensor data.
In the fifth arrangement described in FIG. 1, all the mobile
devices participating in the multiplayer gaming example can
submit the request to the backend sensor data server 150.

At block 320, the computing device can receive the autho-
rization to receive sensor data from the first mobile device.
For example, the first mobile device can sent to the computing
device a notification that the computing device is authorized
to receive the sensor data from the first mobile device. After
receiving the notification, the computing device can tag the
first mobile device with a corresponding identifier. The iden-
tifier can be used to associate the received sensor data with the
first mobile device. In some instances, the sensor data may be
encrypted, therefore the authorization grant may include an
encryption key, in order for the computing device to be able to
decrypt the sensor data. In the first, second and fifth arrange-
ments described in FIG. 1, the mobile devices can receive the
authorization from the backend sensor data server 150 based
on the permission table 170. Alternatively, in the third
arrangement described in FIG. 1, mobile device D 140 can
receive the authorization from mobile device A 110.

According to another embodiment, when the computing
device receives sensor data without an implicit authorization
grant from the first mobile device, the computing device may
infer that the authorization has been granted.

Optionally, at block 330, a permission table can be
updated, based on the authorization. As it will be further
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described in FIG. 5, mobile device A 110 can update the
permission table 170 when a new computing device has been
authorized to receive its sensor data. For example, after a new
mobile device is authorized to receive sensor data, the iden-
tifier(s) associated with the transmitting and receiving mobile
devices can be stored in a permission table 170.

Below is an example of a permission table, according to
some embodiments.

TABLE 1

Permission Table for Sensor Data from Mobile Device A

Mobile Mobile Mobile Mobile
Device B Device C Device D Device E
Access Rights All Sensor Restricted to Restricted to  None
Data Accelerometer Location
Data Only Information
Duration of Unlimited 24 Hours 1 Hour None
Access
Communication  All Bluetooth Wi-Fi None
Type Only Only

As illustrated in Table 1, a permission table can include a
plurality of information about each mobile device. For
example, the permission table can store access rights, dura-
tion of access, and communication type for each mobile
device. Access rights can include the type of sensor data a
mobile device is allowed to receive. Duration of access can
include the duration of time that the receiving mobile device
is authorized to access the sensor data. Communication type
can include the method to transmit the sensor data to the
receiving mobile device.

B. Authorization Technique using a Permission Table

FIG. 4 is a flowchart illustrating a method 400 for autho-
rizing the subscription of the sensor using a permission table
according to embodiments of the present invention. As illus-
trated in FIG. 4, using a permission table can be another
example of an authorization technique. For example, after a
server has received the sensor data from a first mobile device,
the server can transmit the sensor data to other mobile
device(s) using a permission table. A permission table can
allow for a centralized location to store sensor data access
information.

At block 410, the backend sensor data server 150 can store
a permission table 170 that includes a list of one or more
mobile devices (e.g., mobile device B 120, mobile device C
130, mobile device D 140) authorized to receive sensor data
from the first mobile device (e.g., mobile device A 110). In
one implementation the permission table can be stored in
memory which is connected to the backend sensor data server
150 via network 160. Thus, the backend sensor data server
150 can include memory devices connected over a network.

At block 420, the backend sensor data server 150 can
receive a second authorization from the first mobile device.
The second authorization can be associated with a second
mobile device authorized to receive sensor data from the first
mobile device. For example, in the first authorization, mobile
device A 110 can send an authorization for mobile device B
120 to backend sensor data server 150. In the second autho-
rization, mobile device A 110 can then send another authori-
zation for mobile device C 130 to backend sensor data server
150. The second authorization can be based on a handshake as
previously described at blocks 310 and 320.

At block 430, the backend sensor data server 150 can
update the permission table 170 by adding the second mobile
device to the list of the one or more mobile devices authorized
to receive sensor data. Continuing with the example from
block 420, after receiving the second authorization, backend
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sensor data server 150 can add another row to the permission
table 170 with access information corresponding to mobile
device C 130.

Alternatively, the user of the first mobile device can restrict
and/or remove the subscription rights of an authorized mobile
device. When the backend sensor data server 150 receives
such an update from the first mobile device, the backend
sensor data server 150 updates the permission table 170 by
restricting or removing the subscription rights of the autho-
rized mobile device. For example, backend sensor data server
150 can use the identifier to find and update the column in the
permission table 170 associated with the mobile device that is
being restricted or removed.

Atblock 440, the backend server can transmit to the one or
more mobile devices, based on the updated permission table,
the sensor data and/or the motion state. As examples, the
sensor data can be sent to server 150 periodically or upon
command (e.g., in response to input from a user). In another
implementation, the functional state associated with the
motion state is also transmitted to the one or more mobile
devices, based on the updated permission table.

C. Updating the Permission Table

FIG. 5 is a diagram 500 for using and updating the permis-
sion table, according to embodiments of the present inven-
tion. In this example, a permission table for access informa-
tion to sensor data from mobile device A is updated when
mobile device E 180 requests access to the sensor data.

At block 510, backend sensor data server 150 can store a
permission table 170 with identifier(s) of mobile device(s)
subscribed to the sensor data of mobile device A 110. As
illustrated in FIGS. 3-4, when a mobile device is authorized to
subscribe to the sensor data of mobile device A 110, the
identifier of the authorized mobile device can be stored in the
permission table 170.

At 520, mobile device A 100 can transmit sensor data to
backend sensor data server 150. The sensor data can be trans-
mitted with an identifier so that backend sensor data server
150 can associate the sensor data with mobile device A 100.
The first and second arrangements of FIG. 1 can be examples
of the type of transmission that occurs at 520.

At 530, backend sensor data server 150 can transmit the
received sensor data to the authorized mobile devices based
on the permission table from block 510. For example, back-
end sensor data server 150 and access the permission table
170, and use the identifier to identify the other devices to
transmit the sensor data from mobile device A 110.

According to some embodiments, the permission table 170
can include a list of authorized mobile devices with different
levels of authorization rights. Therefore, based on the permis-
sion table 170, backend sensor data server 150 can determine
to send raw sensor data, compressed sensor data, motion state
classification, and/or functional state classification to each
authorized mobile device. For example, in the first arrange-
ment of FIG. 1, backend sensor data server 150 sends sensor
data (e.g., raw, compressed) to mobile device B 120, while in
the second arrangement of FIG. 1, backend sensor data server
150 sends processed sensor data (e.g., motion state, func-
tional state) to mobile device C 130.

In a new process flow, at 540, mobile device E 180 can
request authorization to receive sensor data from mobile
device A 110. For example, user of mobile device E 180 can
identify mobile device A via a phone number, and using the
phone number send an SMS message to request authoriza-
tion.

At550, mobile device A 110 can grant mobile device E 180
authorization to receiver sensor data from mobile device A
110. As previously discussed, FIG. 3 describes methods for
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authorizing the subscription of sensor data, using a hand-
shake, according to embodiments of the present invention.

At 560, mobile device A 110 sends an update to the per-
mission table 170. The update can include the identifier asso-
ciated with mobile device E 180 and the level of authorization
rights. The level of authorization rights describes the type of
sensor data from mobile device A 110 that mobile device E
180 is authorized to access. Additionally, the level of autho-
rization rights includes different levels of access rights (e.g.,
full access, restricted access, access to data from one specific
sensor, no access).

At 570, backend sensor data server can update the permis-
sion table 170 to include the identification of mobile device E
180 and the level of authorization rights. In another embodi-
ment, mobile device A 110 can directly update the permission
table 170.

According to some embodiments, the sensor data can be
transmitted periodically (e.g., every minute). During the sec-
ond transmission of sensor data from mobile device A 110, at
580, mobile device A 100 can transmit sensor data to backend
sensor data server 150. Step at 580 is similar to the step at 520.

After backend sensor data server 150 receives the sensor
data from mobile device A 100, at 590, backend sensor data
server 150 can transmit the received sensor data to the autho-
rized mobile devices, based on the updated permission table
170 from block 560. Since the permission table has been
updated, backend sensor data server 150 also sends the sensor
data to mobile device E 180.

II1. Transmission Techniques

A. Transmitting Compressed Data to another Computing
Device

FIG. 6 is a flowchart illustrating a method 600 for trans-
mitting the sensor data using a compression method, accord-
ing to embodiments of the present invention. In this example,
a first mobile device can compress the sensor data, and trans-
mit the compressed sensor to a computing device (e.g., server,
a second mobile device). The computing device can decom-
press the received compressed data to determine activities
associated with the first mobile device.

At block 610, mobile device A 110 can receive raw sensor
data from one or more sensors. As previously mentioned, the
one or more sensors can be sensors integrated in the mobile
device. The sensors can include an accelerometer, gyroscope,
compass, pedometer, pressure sensors, audio sensors, light
sensors, barometers, camera, GPS unit and wireless circuitry.
The raw sensor data can be associated with a number of
datapoints. In some instances, a datapoint can include a data
value for each sensor at a specific time value. The time value
can correspond to a timestamp for each data value. The
change in the time value between different datapoints can be
based on a time interval. The time interval can be dependent
on the sampling frequency of each sensor. For example, if the
sampling frequency of the accelerometer is two Hertz, then
the raw sensor data includes two data values per second for
the accelerometer. In this example, the accelerometer can
output a data value at every half-second interval, and the time
value is incremented by half-second for every datapoint.

At block 620, mobile device A 110 can compress the
received raw sensor data using a compression technique. The
compression reduces the number of datapoints. In one or
more arrangements, the compression technique (e.g., algo-
rithm) can be stored in the computer-readable medium of
mobile device A 110. Additionally, the processor of mobile
device A 110 can compress the raw sensor data using the
compression technique.

An example of a compression technique can include iden-
tifying similar raw sensor data in consecutive timeframes, and
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transmitting those similar raw sensor data as a single data
value with its associated time duration. When the datapoints
are similar during a specific time duration, then the compres-
sion technique can include using a single data value for the
specific time duration. For example, if a mobile device is
stationary on a table from t, to t,, then the compressed file can
simply be a single raw data value and the specific time dura-
tion (e.g., from t, tot,), rather than raw data values associated
with each timeframe for the entire duration.

Another example of a compression technique is to sample
the raw data for each sensor in the mobile device at a different
frequency. For example, the accelerometer can be sampled at
60 Hz, while the gyroscope can be sampled at 120 Hz. The
mobile device can determine the sampling frequency based
onalgorithms. The algorithms can be based on previous usage
data and/or known optimum sampling frequency for each
sensor. Alternatively, the user can input the sampling fre-
quency, using a graphical user interface.

An example of a compression technique can include sepa-
rating the datapoints into a specific number of time intervals,
and wherein the datapoints associated with each time interval
is averaged. For example, the time interval can be one second,
and the compression technique can be to average the value of
the data points for each one second window.

Another example of a compression technique can include
using a dependency relationship between the one or more
sensors to filter out datapoints not relevant in determining the
activities associated with the first mobile device. For
example, an accelerometer and a pedometer have a depen-
dency relationship, because when a user is stationary, then the
user is not walking. Therefore, when the datapoints associ-
ated with the accelerometer have a value of zero, then the
mobile device is stationary. By knowing that the mobile
device is stationary, the compression technique can filter out
datapoints from the pedometer, because the user of the mobile
device is not walking.

Another example of a compression technique can include
keeping a datapoint that varies above a specific threshold in
relations to a previous data point. For example, only a
datapoint that changes from the previous datapoint is kept. By
only keeping the datapoints that are constantly changing, then
the compression technique removes datapoints that are con-
stant over specific time duration. In some intances, the
datapoints that are constant over a specific time duration are
not relevant in determining the activities associated with the
first mobile device. Furthermore, other compression tech-
niques that are known in the art can be used to compress the
raw sensor data.

At 630, mobile device A 110 can transmit information to a
computing device (e.g., backend sensor data server 150,
mobile device D 140). In some instances, the information can
include the compressed sensor data and the compression
technique. Different arrangements for transmitting the com-
pressed data have been previously described in FIG. 1.

In another process flow, at 640, the computing device can
receive the compressed data. Depending on the different
arrangements, the compressed data can be transmitted and
received using the wireless circuitry. The wireless circuitry is
further described in FIG. 9.

At 650, optionally, the computing device can decompress
the compressed data into raw sensor data. According to some
embodiments, the computing device can determine activities
associated with the first mobile device based on the com-
pressed sensor data. For example, the compressed sensor data
may be at a lower sampling frequency than the raw sensor
data, but the lower sampling frequency may be sufficient for
the computing device to determine the activities associated
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with the first mobile device. If the sensor data is compressed,
the decompression technique can be based on the compres-
sion technique used in block 620.

In some instances, if the compressed sensor data contains
sufficient information, then the decompression technique can
reconstruct the raw sensor data. In the example when the
datapoints are similar during a specific time duration (e.g.,
when the mobile device is laying on a table over a specific
time duration), the compression technique can be to use a
single data value for the specific time duration. By using a
single data value for the specific time duration, the compres-
sion technique can filter out all the similar datapoints in the
specific time duration. The raw sensor data can have similar
sensor value with an incremental time value due to the sensor
outputing a sensor value at a specific time interval. The spe-
cific time interval can be based on the sampling frequency of
the sensor. In this example, the decompression can recon-
struct the raw sensor data by recreating the datapoints that
have been filtered out for the specific time duration. A
datapoint can be recreated for one or more time value that has
been filtered out because the time value is incremented by a
constant value based on the sampling frequency. The recre-
ated datapoints can have a sensor value that is equal to the
received single data value for each time value.

In some instances, the computing device may not be able to
reconstruct the raw sensor data, based on the received com-
pressed sensor data. For example, if the compression tech-
nique is to average a plurality of sensor values over a specific
time interval window into an average sensor value, then the
decompression may not be able to reconstruct all of the
datapoints in that specific time interval window based on the
average sensor value. In this example, the actual sensor value
for the datapoints that have been filtered out may not be
reconstructed from the average sensor value of the specific
time interval window. However, as previously mentioned, the
computing device may determine the activities of the first
mobile device based on the compressed sensor data. For
example, when the mobile device falls (e.g., due to a person
falling on the ground), the sensor value outputted by the
accelerometer is high in relations to sensor values when a user
is not falling (e.g., walking) During the compression, the
average sensor value over that specific time interval window
can be higher than the determined threshold for the comput-
ing device to trigger a notification that the user of the first
mobile device has fallen.

At block 660, the computing device can determine activi-
ties associated with the first mobile device based on the sensor
data, which can be the compressed sensor data or the recon-
structed sensor data. As previously mentioned, the deter-
mined activities can be similar to the motion state and func-
tional state described in block 250.

Diagram for Sharing the Sensor Data Using a Server

FIG. 7 is a diagram 700 for sharing the sensor data accord-
ing to embodiments of the present invention. In this example,
a server can receive sensor data from a first mobile device.
Depending on the arrangement, the server can use a decom-
pression module, an activity analyzer module, and/or a com-
pression module to manipulate the received sensor data
before transmitting the manipulated data to a second mobile
device.

As described in FIG. 6, a first mobile device (e.g., mobile
device A 110) can use a compression module 710 to compress
the received sensor data from sensor(s) 705, and transmit the
compressed data to a backend sensor data server 150. Alter-
natively, mobile device A 100 can transmit the received sen-
sor data from sensor(s) 705, using transmitter 715, without
compressing the received sensor data.
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Backend sensor data server 150 can use a receiver 725 to
receive the transmitted sensor data (e.g., compressed sensor
data, raw sensor data). If the transmitted sensor data is com-
pressed, backend sensor data server 150 can use a decompres-
sion module 730 to determine the raw sensor data from the
compressed sensor data.

Using an activity analyzer module 735, backend sensor
data server 150 can determine the activities (e.g., motion
state, functional state) based on the raw sensor data. FIG. 8
further describes the determination of activities, based on the
sensor data.

After backend sensor data server 150 has received the
sensor data from mobile device A 110, using receiver 725,
backend sensor data server 150 can transmit the received data
to a second mobile device (e.g., mobile device B 120, mobile
device C 130). Additionally, compression module 740 can be
used to compress raw sensor data before transmitting the
sensor data to another module.

Depending on the different arrangements discussed in FIG.
1, backend sensor data server 150 can transmit either raw,
compressed and/or processed sensor data using transmitter
745. In one example, backend sensor data server 150 can use
receiver 725 to receive the sensor data and transmit, using
transmitter 745, without any munipulation (e.g., decompress,
analyze, compress) of the sensor data. In another example,
when receiver 725 receives raw sensor data, then backend
sensor data server 150 can transmit compressed sensor data
using transmitter 745 and compression module 740. Alterna-
tively, backend sensor data server 150 can transmit processed
sensor data using transmitter 745 and activity analyzer mod-
ule 735. In yet another example, when receiver 725 receives
compressed sensor data, then backend sensor data server 150
can transmit raw sensor data using transmitter 745 and
decompression module 730. Alternatively, backend sensor
data server 150 can transmit processed sensor data using
transmitter 745, decompression module 730 and activity ana-
lyzer module 735.

After the second mobile device (e.g., mobile device B 120,
mobile device C 130) has received the sensor data from back-
end sensor data server 150, using receiver 755, the second
mobile device can use the sensor data.

The second mobile device can use a receiver 755 to receive
the transmitted sensor data (e.g., processed sensor data, com-
pressed sensor data, raw sensor data) from transmitter 745. If
the transmitted sensor data is compressed, the second mobile
device can use a decompression module 760 to determine the
raw sensor data from the compressed sensor data. Addition-
ally, using an activity analyzer module 765, the second
mobile device can determine the activities (e.g., motion state,
functional state) based on the raw sensor data. Furthermore, if
the transmitted sensor data is processed, then the second
mobile device can use the processed data without the need of
the decompression module 760 and activity analyzer module
765.

Moreover, authorization modules 720, 750 and 770 can be
used for the authorization methods described in FIG. 4.

IV. Determination of Activities

FIG. 8 is a flowchart of method 800 for a computing device
to determine the activities associated with mobile device A
110 based on the received sensor data according to embodi-
ments of the present invention. Method 800 can be performed
by a server or another mobile device.

Atblock 810, mobile device A 110 can determined whether
the computing device has been given permission to subscribe
to the sensor data from mobile device A 100. In some
instances, backend sensor data server 150 can use a permis-
sion table to determine whether other mobile devices have
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been given permission to subscribe to the sensor data. FIGS.
3 and 4 describe methods for requesting and receiving per-
mission to subscribe to the sensor data of a mobile device.

If permission is granted, then computing device (e.g.,
server 150 or mobile device B 120) can receive sensor data at
block 820. When a server 150 is receiving the sensor data, the
server 150 can set up an account associated with mobile
device A 110. The computing device can use receiver 725 or
receiver 755 to receive the sensor data. Alternatively, if per-
mission is not granted, then the method ends.

At block 830, it is determined if the received sensor data is
processed activity results. If it is processed activity results,
then the method goes to block 870, where the computing
device uses the activity results (e.g., motional state, func-
tional state). The second arrangement described in FIG. 1 is
an example of a computing device receiving processed activ-
ity results. If the received sensor data is not processed activity
results, then the method goes to decision block 840.

At block 840, it is determined if the received data is com-
pressed. If the received data is compressed, then the comput-
ing device decompresses the received data using decompres-
sion module (e.g., decompression module 730,
decompression module 760) at block 850. If the received data
is not compressed, then the method goes to block 860.

At block 860, the computing device analyzes the raw sen-
sor data using activity analyzer module (e.g., activity analyzer
module 735, activity analyzer module 765). The raw sensor
data is either received directly at block 820 or decompressed
into raw sensor data at block 850.

At block 870, the computing device can analyze the activ-
ity results (e.g., motion state, functional state) to determine
notification. For example, based on the activity results,
mobile device B 120 can determine that the user of mobile
device A 110 has fallen. Therefore, mobile device B 120 can
display an alert to notify the user of mobile device B 120 that
the user of mobile device A 110 has fallen.

V. Moble Device

FIG. 9 is a block diagram of a portable electronic device or
computing device 900 according to an embodiment of the
invention. Aspects of computing device 900 also apply to a
server. Computing device 900 generally includes computer-
readable medium 902, a processing system 904, an Input/
Output (I/O) subsystem 906, wireless circuitry 908, and audio
circuitry 910 including speaker 950 and microphone 952.
These components may be coupled by one or more commu-
nication buses or signal lines 903. Computing device 900 can
be any portable electronic device, including a handheld com-
puter, a tablet computer, a mobile phone, laptop computer,
tablet device, media player, personal digital assistant (PDA),
akey fob, a carkey, an access card, a multi-function device, a
mobile phone, a portable gaming device, or the like, including
a combination of two or more of these items.

It should be apparent that the architecture shown in FIG. 9
is only one example of an architecture for computing device
900, and that computing device 900 can have more or fewer
components than shown, or a different configuration of com-
ponents. The various components shown in FIG. 9 can be
implemented in hardware, software, or a combination of both
hardware and software, including one or more signal process-
ing and/or application specific integrated circuits.

Wireless circuitry 908 is used to send and receive informa-
tion over a wireless link or network to one or more other
devices’ conventional circuitry such as an antenna system, an
RF transceiver, one or more amplifiers, a tuner, one or more
oscillators, a digital signal processor, a CODEC chipset,
memory, etc. In some embodiments, wireless circuitry 908 is
capable of establishing and maintaining communications



US 9,301,082 B2

15

with other devices using one or more communication proto-
cols, including time division multiple access (TDMA), code
division multiple access (CDMA), global system for mobile
communications (GSM), Enhanced Data GSM Environment
(EDGE), wideband code division multiple access
(W-CDMA), Long Term Evolution (LTE), LTE-Advanced,
WiFi (such as IEEE 802.11a, IEEE 802.11b, IEEE 802.11¢g
and/or IEEE 802.11n), Bluetooth, Wi-MAX, voice over Inter-
net Protocol (VoIP), near field communication protocol
(NFC), aprotocol for email, instant messaging, and/or a short
message service (SMS), or any other suitable communication
protocol, including communication protocols not yet devel-
oped as of the filing date of this document. A mobile device
can include wireless circuitry that can communicate over
several different types of wireless networks depending on the
range required for the communication. For example, a short-
range wireless transceiver (e.g., Bluetooth), a medium-range
wireless transceiver (e.g., WiF1), and/or a long range wireless
transceiver (e.g., GSM/GPRS, UMTS, CDMA2000 1x/EV-
DO and LTE/LTE-Advanced) can be used depending on the
type of communication or the range of the communication.

The short-range wireless transceiver and/or the medium-
range wireless transceiver can be used in the example
described in the third arrangement of FIG. 1.

The short-range wireless transceiver, medium-range wire-
less transceiver, and/or a long range wireless transceiver can
be used in the example described in the first, second, fourth
and fifth arrangements of FIG. 1.

Wireless circuitry 908 is coupled to processing system 904
via peripherals interface 916. Interface 916 can include con-
ventional components for establishing and maintaining com-
munication between peripherals and processing system 904.
Voice and data information received by wireless circuitry 908
(e.g., in speech recognition or voice command applications)
is sent to one or more processors 918 via peripherals interface
916. One or more processors 918 are configurable to process
various data formats for one or more application programs
934 stored on medium 902.

Peripherals interface 916 couple the input and output
peripherals of the device to processor 918 and computer-
readable medium 902. One or more processors 918 commu-
nicate with computer-readable medium 902 via a controller
920. Computer-readable medium 902 can be any device or
medium that can store code and/or data for use by one or more
processors 918. For example, permission table 170 can be
stored in computer-readable medium. Computer-readable
medium 902 can include a memory hierarchy, including
cache, main memory and secondary memory. The memory
hierarchy can be implemented using any combination of
RAM (e.g., SRAM, DRAM, DDRAM), ROM, FLASH, mag-
netic and/or optical storage devices, such as disk drives, mag-
netic tape, CDs (compact disks) and DVDs (digital video
discs). In some embodiments, peripherals interface 916, one
or more processors 918, and memory controller 920 can be
implemented on a single chip, such as processing system 904.
In some other embodiments, they can be implemented on
separate chips.

Computing device 900 also includes a power system 942
for powering the various hardware components. Power sys-
tem 942 can include a power management system, one or
more power sources (e.g., battery, alternating current (AC)), a
recharging system, a power failure detection circuit, a power
converter or inverter, a power status indicator (e.g., a light
emitting diode (LED)) and any other components typically
associated with the generation, management and distribution
of power in mobile devices.
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In some embodiments, computing device 900 includes a
camera 944. In some embodiments, computing device 900
includes sensors 705. Sensors can include accelerometers,
compasses, gyroscopes, pedometers, pressure sensors, audio
sensors, light sensors, barometers, and the like. Sensors 705
can be used to sense location aspects, such as auditory or light
signatures of a location.

In some embodiments, computing device 900 can include
a GPS receiver, sometimes referred to as a GPS unit 948. A
mobile device can use a satellite navigation system, such as
the Global Positioning System (GPS), to obtain position
information, timing information, altitude, or other navigation
information. During operation, the GPS unit can receive sig-
nals from GPS satellites orbiting the Earth. The GPS unit
analyzes the signals to make a transit time and distance esti-
mation. The GPS unit can determine the current position
(current location) of the mobile device. Based on these esti-
mations, the mobile device can determine a location fix, alti-
tude, and/or current speed. A location fix can be geographical
coordinates such as latitudinal and longitudinal information.

One or more processors 918 run various software compo-
nents stored in medium 902 to perform various functions for
computing device 900. In some embodiments, the software
components include an operating system 922, a communica-
tion module (or set of instructions) 924, an authorization
module (or set of instructions) 720, an activity analyzer mod-
ule (or set of instructions) 735, a motion state module (or set
of instructions) 930, a functional state module (or set of
instructions) 932, and other applications (or set of instruc-
tions) 934, such as a multiplayer gaming application.

Operating system 22 can be any suitable operating system,
including i0S, Mac OS, Darwin, RTXC, LINUX, UNIX, OS
X, WINDOWS, or an embedded operating system such as
VxWorks. The operating system can include various proce-
dures, sets of instructions, software components and/or driv-
ers for controlling and managing general system tasks (e.g.,
memory management, storage device control, power man-
agement, etc.) and facilitates communication between vari-
ous hardware and software components.

Communication module 924 facilitates communication
with other devices over one or more external ports 936 or via
wireless circuitry 908 and includes various software compo-
nents for handling data received from wireless circuitry 908
and/or external port 936. External port 936 (e.g., USB,
FireWire, Lightning connector, 30-pin connector, etc.) is
adapted for coupling directly to other devices or indirectly
over a network (e.g., the Internet, wireless LAN, etc.).

In some embodiments, authorization module 720 can assist
in authorizing other mobile devices to receiver sensor data
from a first mobile device. In some embodiments, permission
table 170 can be used by authorization module 720 to deter-
mine which mobile devices to authorize. In some embodi-
ments, activity analyzer module can use motion state module
930 to determine the motion state classification. Additionally,
activity analyzer module can use functional state module 932
to determine a functional state classification for the deter-
mined motion state.

The one or more application programs 934 on the mobile
device can include any applications installed on the comput-
ing device 900, including without limitation, a browser,
address book, contact list, email, instant messaging, word
processing, keyboard emulation, widgets, JAVA-enabled
applications, encryption, digital rights management, voice
recognition, voice replication, a music player (which plays
back recorded music stored in one or more files, such as MP3
or AAC files), etc.



US 9,301,082 B2

17

There may be other modules or sets of instructions (not
shown), such as a graphics module, a time module, etc. For
example, the graphics module can include various conven-
tional software components for rendering, animating and dis-
playing graphical objects (including without limitation text,
web pages, icons, digital images, animations and the like) on
a display surface. In another example, a timer module can be
a software timer. The timer module can also be implemented
in hardware. The time module can maintain various timers for
any number of events.

The I/O subsystem 906 can be coupled to a display system
(not shown), which can be a touch-sensitive display. The
display displays visual output to the user in a GUL The visual
output can include text, graphics, video, and any combination
thereof. Some or all of the visual output can correspond to
user-interface objects. A display can use LED (light emitting
diode), LCD (liquid crystal display) technology, or LPD
(light emitting polymer display) technology, although other
display technologies can be used in other embodiments.

In some embodiments, /O subsystem 906 can include a
display and user input devices such as a keyboard, mouse,
and/or trackpad. In some embodiments, [/O subsystem 906
can include a touch-sensitive display. A touch-sensitive dis-
play can also accept input from the user based on haptic
and/or tactile contact. In some embodiments, a touch-sensi-
tive display forms a touch-sensitive surface that accepts user
input. The touch-sensitive display/surface (along with any
associated modules and/or sets of instructions in medium
902) detects contact (and any movement or release of the
contact) on the touch-sensitive display and converts the
detected contact into interaction with user-interface objects,
such as one or more soft keys, that are displayed on the touch
screen when the contact occurs. In some embodiments, a
point of contact between the touch-sensitive display and the
user corresponds to one or more digits of the user. The user
can make contact with the touch-sensitive display using any
suitable object or appendage, such as a stylus, pen, finger, and
so forth. A touch-sensitive display surface can detect contact
and any movement or release thereof using any suitable touch
sensitivity technologies, including capacitive, resistive, infra-
red, and surface acoustic wave technologies, as well as other
proximity sensor arrays or other elements for determining
one or more points of contact with the touch-sensitive display.

Further, the 1/0 subsystem can be coupled to one or more
other physical control devices (not shown), such as pushbut-
tons, keys, switches, rocker buttons, dials, slider switches,
sticks, LEDs, etc., for controlling or performing various func-
tions, such as power control, speaker volume control, ring
tone loudness, keyboard input, scrolling, hold, menu, screen
lock, clearing and ending communications and the like. In
some embodiments, in addition to the touch screen, comput-
ing device 900 can include a touchpad (not shown) for acti-
vating or deactivating particular functions. In some embodi-
ments, the touchpad is a touch-sensitive area of the device
that, unlike the touch screen, does not display visual output.
The touchpad can be a touch-sensitive surface that is separate
from the touch-sensitive display or an extension of the touch-
sensitive surface formed by the touch-sensitive display.

Advantages to certain embodiments of the invention
include reducing the processing burden on the first mobile
device. This can be done by allowing the first mobile device to
transmit raw or compressed data, and using a server to process
the data. This improves battery power duration and improves
the processing speed of the first mobile device.

Further advantages to certain embodiments of the inven-
tion include increasing the type of applications that can use
the raw sensor data. Some embodiments of the invention
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permit the server to process complicated algorithms which
may not be possible on a mobile device. For example, by
using a server to process the raw sensor data, applications for
multiplayer games can increase.

In some embodiments, some or all of the operations
described herein can be performed using an application
executing on the user’s mobile device. Circuits, logic mod-
ules, processors, and/or other components may be configured
to perform various operations described herein. Those skilled
in the art will appreciate that, depending on implementation,
such configuration can be accomplished through design,
setup, interconnection, and/or programming of the particular
components and that, again depending on implementation, a
configured component might or might not be reconfigurable
for a different operation. For example, a programmable pro-
cessor can be configured by providing suitable executable
code; a dedicated logic circuit can be configured by suitably
connecting logic gates and other circuit elements; and so on.

Computer programs incorporating various features of the
present invention may be encoded on various computer read-
able storage media; suitable media include magnetic disk or
tape, optical storage media such as compact disk (CD) or
DVD (digital versatile disk), flash memory, and the like.
Computer readable storage media encoded with the program
code may be packaged with a compatible device or provided
separately from other devices. In addition program code may
be encoded and transmitted via wired optical, and/or wireless
networks conforming to a variety of protocols, including the
Internet, thereby allowing distribution, e.g., via Internet
download.

Although the invention has been described with respect to
specific embodiments, it will be appreciated that the invention
is intended to cover all modifications and equivalents within
the scope of the following claims.

What is claimed is:

1. A method for sharing sensor data, the method compris-
ing:

receiving, at a computing device, an authorization to

receive sensor data from a first mobile device, the autho-
rization including an identifier associated with the first
mobile device;
receiving, at the computing device, information from the
first mobile device, the information including the iden-
tifier and compressed sensor data from the first mobile
device, wherein the compressed sensor data is derived
from raw sensor data from one or more sensors in the
first mobile device, the one or more sensors including at
least one motion sensor and the raw sensor data includ-
ing motion data from the at least one motion sensor;

analyzing, with the computing device, the information to
detect the identifier and to decompress the compressed
sensor data to obtain the raw sensor data; and

determining, by the computing device, a motion state of the
first mobile device and a functional state associated with
the motion state based on an analysis of the raw sensor
data.

2. The method of claim 1, wherein the functional state
corresponds to one of a plurality of activities associated with
the motion state.

3. The method of claim 1, further comprising:

requesting, by the computing device, the authorization to

receive the sensor data from the first mobile device.

4. The method of claim 1, wherein the motion state
includes a stationary state, a walking state, a running state, or
a driving state.
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5. The method of claim 1, wherein the compressed sensor
data is unprocessed sensor data that is derived from the raw
sensor data.

6. The method of claim 1, wherein the computing device is
a server.

7. The method of claim 6, further comprising:

transmitting, by the server, to one or more mobile devices

at least one of: the raw sensor data, the motion state, and
the functional state.

8. The method of claim 7, wherein the server only transmits
to the one or more mobile devices that have been granted
authorization, by the first mobile device, to receive the raw
sensor data.

9. The method of claim 6, further comprising:

transmitting, by the server, to the first mobile device at least

one of: the motion state, the functional state, and a time-
line that replays activities based on the raw sensor data.

10. The method of claim 6, further comprising:

storing, by the server, a permission table that includes a list

of'one or more mobile devices authorized to receive the
raw sensor data from the first mobile device;

receiving, by the server, a second authorization associated

with a second mobile device authorized to receive the
raw sensor data from the first mobile device;

updating, by the server, the permission table by adding the

second mobile device to the list of the one or more
mobile devices authorized to receive the raw sensor data;
and

transmitting, by the server, to the one or more mobile

devices, based on the updated permission table, at least
one of: the raw sensor data, the motion state, and the
functional state.

11. The method of claim 1, wherein the computing device
is another mobile device.

12. A server for sharing sensor data, the server comprising:

a receiver configured to receive unprocessed sensor data,

wherein the unprocessed sensor data includes com-
pressed sensor data received from one or more sensors in
a first mobile device, the one or more sensors including
at least one motion sensor and the unprocessed sensor
data including motion data from the at least one motion
sensor;

a processor configured to:

decompress the compressed sensor data to obtain raw
sensor data; and

determine a motion state of the first mobile device and a
functional state associated with the motion state by
analyzing the raw sensor data;

memory that stores a permission table that includes a list of

one or more mobile devices authorized to receive infor-
mation from the one or more sensors in the first mobile
device; and

a transmitter configured to transmit to the one or more

mobile devices based on the permission table at least one
of: the unprocessed sensor data, the motion state, and the
functional state.

13. The server of claim 12, wherein:

the receiver is further configured to receive an authoriza-

tion authorizing a second mobile device to receive infor-
mation from the one or more sensors in the first mobile
device;

the processor is further configured to update the permission

table by adding the second mobile device to the list of the
one or more mobile devices authorized to receive infor-
mation from the one or more sensors in the first mobile
device.

20

25

40

45

55

20

14. The server of claim 12, the server further comprising:

a decompression module configured to decompress the
compressed sensor data included in the received unproc-
essed sensor data.

15. The server of claim 12, the server further comprising:

a compression module configured to compress the unproc-

essed sensor data before transmitting the unprocessed
sensor data.
16. The server of claim 12, wherein the permission table
includes access rights for each mobile device in the one or
more mobile devices, and wherein the access rights is chosen
from a plurality of access levels.
17. The server of claim 12, wherein the permission table
determines a type of sensor data to be transmitted to the one
or more mobile devices, wherein the type of sensor data
includes the unprocessed sensor data, the motion state and the
functional state.
18. A method for transmitting sensor data, the method
comprising:
receiving, by a first mobile device, raw sensor data from
one or more sensors in the first mobile device, the one or
more sensors including at least one motion sensor and
the raw sensor data including motion data from the at
least one motion sensor, wherein the raw sensor data is
represented by a first number of datapoints, each
datapoint including a sensor value and a time value;

compressing, by the first mobile device, the received raw
sensor data into compressed sensor data represented by
asecond number of datapoints, wherein the second num-
ber of datapoints is less than the first number of
datapoints; and

transmitting, by the first mobile device, the second number

of datapoints to a computing device, wherein the com-

puting device is configured to:

decompress the compressed sensor data into decom-
pressed raw sensor data; and

determine, based on the decompressed raw sensor data,
a motion state of the first mobile device and a func-
tional state associated with the motion state.

19. The method of claim 18, wherein the computing device
determines activities associated with the first mobile device
based on the decompressed raw sensor data.

20. The method of claim 18, wherein the compression
includes separating the first number of datapoints into a spe-
cific number of time intervals, and wherein one or more
sensor values associated with one or more datapoints in each
time interval is averaged.

21. The method of claim 18, wherein when the sensor value
associated with each datapoint, from the first number of
datapoints, are similar during a specific time duration, then
the compression includes using a single sensor value for the
specific time duration.

22. The method of claim 18, wherein the compression
includes using a dependency relationship between the one or
more sensors to filter out one or more datapoints from the first
number of datapoints that are not relevant in determining
activities associated with the first mobile device.

23. The method of claim 18, wherein the compression
includes keeping a datapoint from the first number of
datapoints, when the sensor value associated with the
datapoint varies above a specific threshold in relations to the
sensor value of a previous datapoint.
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